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Abstract—In a WSN, sink-node gathers data from surrounding
nodes and sends it to outside world via a gateway. Therefore, its
location information is important to both attacker and network
operator. The former can launch attacks on a sink-node to
steal information or damage it, while the latter must hide
its location to ensure data’s safety, and physical protection.
Providing sink-node location information anonymity in WSN
against a local and global adversary with minimal energy
penalties, we propose a novel technique Location Privacy via
Software Defined Networking (LPSDN), inspired by the concept
of Software Defined Networking. LPSDN uses three kinds of
nodes: a centralized controller, a special buffering and forwarding
node, and a slave node. These nodes work together to hide sink-
node location information against traffic analysis attack. LPSDN
conserves more energy, because it does not generate fake packets
to hide sink-node location information. A GUI/command-line can
be used to monitor (energy status, traffic density) and control
the whole network. Comparing with traditional WSNs, LPSDN
efficiently reduces processing burden on slave nodes, increases
overall network life, and creates on-demand traffic density zones
to deceive an adversary. It also provides better maintainability,
manageability, and control over all nodes and their behavior.

Index Terms—Wireless Sensor Network, Location Privacy,
Software Defined Networking, Energy, Latency.

I. INTRODUCTION

Wireless Sensor Networks (WSNs) consist of a large num-
ber of unattended, low-cost, small memories, less processing
capable, and distributed embedded tiny sensor nodes [1], [2].
These interconnected nodes communicate with each other
through wireless media to process and report data to a sink-
node for further actions. WSNs are used in every field of life:
field monitoring, industrial applications, military applications,
wild-life, animal rearing, health-care systems, traffic moni-
toring, and environmental monitoring. The extensive use of
WSNs in these applications generates an enormous amount of
data. This traffic volume can have hidden value—the traffic
volume itself without knowing its contents. In a mission-
critical system such as military, frequent communication, time-
specific communication, and lack of communication can lead
to a certain pattern, which an adversary can exploit to know
about the military secrets: planning, short-range communi-
cation, and command change. Whitfield Diffie and Susan
Landu said that “the heart of a communications intelligence
organization, however, is not cryptanalysis but traffic analysis”
[3]. Thus, to ensure location information privacy, a proper
mechanism is needed to guard against traffic analysis attack.

Traffic analysis is the process of deducing information
from the monitored traffic volume—the communication pat-
terns—without being aware of the contents of data [3]. In
most cases, traffic analysis attack is launched on a sink-node
to exploit its location privacy. An attacker can use expensive
radio transceivers to detect message flow [4]; whenever he
sees a huge amount of traffic density, he deduces the dense
communication area as a sink-node location. Thus, traffic
analysis attack can exploit sink-node location information.

In WSNs, sink-node gathers data from surrounding nodes
and reports to outside world via a gateway. As a result, traffic
volume surrounding sink-node becomes dense compared to
normal sensor nodes. Sink-node has important data about
network topology and sensor nodes; it also has mission-critical
and sensitive information [5]. Sink-node location information
must be protected; location privacy needs more than confiden-
tiality [2]. Confidentiality helps to encrypt a message; if an
adversary captures a message, he will not be able to read it.
However, confidentiality alone cannot help to guard against
traffic analysis attack [6], [7]. In a battle field, an adversary
even can destroy a sink-node remotely with traffic analysis
attack. Research community [8], [9], [10], [11], [12], and
[13] have proposed some solutions for guarding against traffic
analysis attack and provided sink-node information location
privacy via fake packets generation, fake hot spot generation,
and randomness in the traffic density. These approaches are
costly, because of substantial communication overhead, packet
collision, battery power drain, and extra processing. The
traditional approaches of protecting sink-node location are
lacking a centralized mechanism and, thus, lack in control and
manageability. WSNs are rigid to policy changes and hard to
manage [14].

In WSN, the tightly coupled hardware-software standalone
sensor node raises the problem of scalability, manageabil-
ity, and troubleshooting. For example, a large number of
distributed standalone sensor nodes need installation, up-
gradation, and fault-removal individually. Furthermore, open
wireless media can be eavesdropped easily [7] and, thus, needs
a mechanism to overcome this inherited problem. Furthermore,
small communication range leads to deploy more nodes for
proper communication, which finally incurs a high capital cost.
Tackling these issues, future research directions are looking for
a novel platform; the novel platform should address the in-
herited WSN resource constraint nature (processing, memory,
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open media, communication range, and energy). In addition,
the novel platform should be easy to install, configure, manage,
maintain, scale, and administer. Thus, we propose, a very first
technique to provide sink-node location information privacy
in WSNs against a local and global adversary with minimum
energy penalties via Software Defined Networking (SDN)
approach. The technique is called Location Privacy via SDN
(LPSDN).

Local traffic analysis refers to the traffic analysis of only one
portion of the total deployed area, and the related adversary
is called local adversary; global traffic analysis refers to the
traffic analysis of the entire deployed area, and the related
adversary is called global adversary [15]. Global adversary
has the global view of the entire network; he can monitor any
place at any time. LPSDN delivers packets with minimum
delay, conserves more energy, shifts traffic volume from Base
Station (BS) to other nodes, increases overall network life,
creates on-demand traffic density zones in certain locations
to deceive an adversary (adversary will believe multiple sink-
nodes), and hides sink-node location information against traffic
analysis attack without using fake packets.

SDN is a new paradigm where data planes and control
planes are decoupled [16]. Data plane forwards packets, while
the intelligent piece—SDN controller—manages and controls
the overall routing decisions. The separation of control plane
from forwarding/data plane reduces network complexity [17],
and enhances monitoring, manageability and maintainability
[18]. This new approach has given birth to innovations in
the networking industry. From carrier grade network to data
centers, from cloud computing to enterprise networks, and
from storage industries to power grids, SDN is reshaping
traditional networking architecture. The same way, LPSDN
is an inspiration of the SDN architecture. A comprehensive
general study about SDN can be found at [19], [18] while a
particular study about SDN and WSN can be found at [20].

Until now, to the best of our knowledge, there is no such
SDN inspired method to hide sink-node location information
from a local and global adversary. Our main contributions
are advantages provided by SDN approach, key challenges
while implementing SDN approach to hide sink-node location,
centralized control logic to control the whole network be-
havior, and on-demand traffic reshaping with minimal energy
penalties to deceive an adversary about sink-node location. In
LPSDN, Software Defined Base Station (SDBS), sink-node,
BS, and controller are used interchangeably. The remainder
of this paper is organized as follows. Section II discusses
related work, key challenges, and requirements; Section III
discusses LPSDN architecture and model, Section IV presents
the simulation and experimental results, while Section V
concludes the paper.

II. RELATED WORK

A. BS Location Privacy in Traditional WSNs

In Base station Location Anonymity and Security Technique
BLAST [9], authors introduced BLAST nodes and common
nodes to hide BS location information from an adversary. Main

disadvantages of this scheme are: maximum traffic overhead
due to excessive dummy packets generation, shortest path
usage in delivering a packet to BS inside BLAST ring, and
the placement of BS node inside BLAST ring. In Location
Privacy Routing (LPR) scheme [21], authors used real and fake
packets to minimize the traffic direction from eavesdropping.
Traditional single path routing is extremely vulnerable to
attack; it provides merely one path for packet movement.
LPR introduced path diversity by combining real and fake
packets. In LPR, every incoming and outgoing packet traffic
are equally distributed in all directions, which incurs huge
packet overhead and collision. Furthermore, LPR packets are
not always directed towards a receiver; this leads to packet
loss and extra delay. Another very important technique called
Differential Enforced Fractal Propagation (DEFP) [22], used
multi-path routes and fake packets to create multiple arbitrary
high communication areas to deceive an adversary. Adversary
believes the created random communication areas as true
sink-nodes. In DEFP, multiple random high communication
areas introduce packet overhead, quick battery drain, packet
collision, and considerable packet loss.

In [11], authors introduced Random Routing Scheme (RRS),
Dummy Packet Injection (DPI), and Anonymous Communica-
tion Scheme (ACS) to deceive an adversary via random packet
movement and a lot of fake packets generation. Because of
excessive randomness and fake packets, this scheme suffered
from communication overhead, packet collision, and extra
energy consumption. In [12], authors proposed a protocol
for sink location privacy via topology discovery protocol and
data transmission techniques. Concealing of the Sink Location
(CSL) [13] technique is used to hide BS location via injecting
fake packets to deceive an adversary. Another similar approach
to hide BS is proposed by [8]; they have used the concept of
deceptive packets to increase the anonymity of BS—it aims
to prevent the disclosure of participants (sender, receiver) in
communication [5]. In all these techniques [11], [12], [13],
[8] excessive packets overhead leads to shorten sensor power
capacity, increase packet collision and drop rate, and finally,
introduce dead nodes; these nodes sacrifice availability—an
important pillar of the cryptography triangle which consists of
Confidentiality, Integrity, and Availability (CIA).

B. BS Location Privacy in SDN Based WSNs

Authors in [14] have provided the very first model (they
claimed) for SDN based WSN. Their proposed model com-
prises of three layers: sensor layer, control layer, and ap-
plication layer. Another attempt is made by [23]; they have
highlighted some key requirements, protocol architecture, and
packet format for software defined WSNs.

In traditional WSNs, because of the limited power capacity,
wireless sensor node run-out of battery power quickly. Work
done by [24] is an attempt to reduce the energy consumption
in SDN enabled WSN environment. Further step is forwarded
by [25]; in their scheme, they have shown multiple controllers
to manage the SDN based WSN. Some advantages, for exam-
ple, versatility, manageability, intelligence and speed, multi-



tenancy, and flexibility are already discussed by [14], [18],
but these advantages are not only limited to, as mentioned.
Authors in [26] have analyzed security for SDN applications in
general. Their one aspect is to secure the main controller from
DDoS attack. Further study has conducted by [17]; they have
provided LineSwitch solution to tackle DoS attack effectively
over an SDN control plane.

C. SDN Advantages & Challenges

Using SDN paradigm in a WSN BS location privacy, we
can efficiently scale the deployed network. New nodes can be
added, and faulty ones can be removed. With SDN, new policy
can be implemented and new applications can be built with
reprogramming [27] the desired node.

The advantages and opportunities of reprogramming, on-
demand traffic reshaping, and scaling incur cost and demand
better IT skills. In traditional sensor nodes, the intelligent
behavior and the forwarding behavior are embedded in a
single device. The key design challenge for sensor node is, to
behave only like forwarding device; it should not have routing-
intelligence. Consequently, this will create pressure on already
built hundreds of thousands of sensor nodes to be redesigned
from scratch. Either industry must provide newly built sensor
nodes with sensor OpenFlow protocol [14], or they must up-
grade the already built nodes to support new protocol stack.

Another key challenge is the BS design itself. Is it good to
provide control plane logic in a sink-node, or to embed control
functionality outside BS, for example, in a PC? Another
important challenge is the wireless media communication
range. Either industry should go for high communication
range, or it should keep to the IEEE 802.15.4 practiced
standard. In addition, all sensor nodes exchange packets with
BS; ultimately, BS has a tremendous amount of request packets
and data packets. The challenge is, how to overcome the com-
munication overhead incurred by sensor nodes and controller?
Moreover, if a control plane receives a lot of packets and
flow requests, it can reach to a state called control plane
saturation [28]. In this state, SDN controller cannot handle
any further request. Authors [17] [28], have provided solutions
to tackle control plane saturation attack, but BS’ defense
against saturation attack is still unknown. Furthermore, while
communicating with controller, the communication channel
and sensor OpenFlow protocol [14] need to be protected by
security protocols and encryption mechanism.

Another very important challenge is to hide BS loca-
tion information from an adversary. In LPSDN, we came
across the optimal solution to this challenge —providing
SDBS anonymity—while providing balanced energy distribu-
tion. Balanced energy distribution means, all nodes have a
uniform energy level at any specific time slot. Our scheme
efficiently removes the energy hole problem [29]; it will not
be the case that one sensor node will have 90% energy,
while the other will have 20% energy. Traditional WSNs
requirements may be valid for SDN approach; however, SDN
model needs its own set of requirements. Forwarding data
to SDBS, there must be a low duty cycle mechanism to

Fig. 1: Basic Architecture of a Software Defined WSN.

provide long term battery power. It had better supply wireless
charging facility, but it would incur design and cost issue.
Sensor nodes must support an efficient installation of new
rules and policies. Communication between sensor node and
SDBS must be well-designed and secured. Control plane must
provide better set of abstractions and APIs to an application
layer (for supporting multiple applications); such a platform
will be an open standard platform with no proprietary based
hardware and software. Proprietary based solutions are rigid
to go beyond their products and, thus, lack in innovations and
flexibility. With SDN support, WSNs looks like plug and play
systems. Moreover, in case of any catastrophic situation such
as, controller failure, multiple SDN controllers are opted to
provide backup and redundancy. Multiple controllers’ issues,
for instance, control packet overhead, multiple controllers
synchronization, and the master slave role must be well tackled
to reduce network complexity.

III. ARCHITECTURE AND PROPOSED MODEL INSPIRED BY

SDN

Sensor node as shown in Figure 1, called Software Defined
Sensor Node (SDSN) behaves like an SDN switch. SDSN
main functions are: sensing the surrounding data, buffering
data if instructed by controller, internal processing of data if
necessary, receiving instructions from controller and feedback,
and sending data packets to controller. SDSNs have flow tables
and flow table entries where different rules are matched like
drop packet, and forward packet. SDSN also has neighbor
nodes’ list. This list is shared with other neighbor nodes and
SDBS; neighbor nodes’ list helps where to forward a specific
packet. To reduce the communication complexity, all SDSNs
have two ports: sensing port senses the outside environment,
and input/output port forwards data and control packets to the
controller.

In addition, the LPSDN uses a special node, called Soft-
ware Defined Forwarding Node (SDFN) or Software Defined
Buffering Node SDBN. Controller can dynamically direct any
SDSN to behave like SDFN. Because BS location anonymity
depends on SDFNs together with SDSNs, therefore, SDFNs
are selected very intelligently by the controller. The intelligent
selection is explained in the beginning of Section IV. When
a message arrives to any SDFN, it is buffered for some time



or some predefined number of packets threshold; SDFN then
checks for similar messages. In such a case, SDFN only
forwards that single message to BS. This method can reduce
the huge traffic density and battery consumption. Without
SDFNs, for 20 packets, for example, all 20 packets traverse
via some nodes to reach BS, but in LPSDN, 20 packets reach
to some SDFN, and for similar messages, only one packet
is forwarded to the controller. This technique reduces battery
power consumption, increases network performance, manages
network operations, and reduces traffic density surroundings
BS. Some amount of traffic density is shifted towards SDFNs;
consequently, SDFNs receive more packets. However, for
similar messages, SDFNs send only one packet to BS. Shifting
traffic density from BS to other SDFNs can guard against
traffic analysis attack.

SDBS is responsible to communicate with all SDSNs and
SDFNs, collect information, generate network map, and create
topology. SDBS is a node that has more memory capacity,
more computational power, and enough power supply [2].
SDBS has a secure communication channel to interact with
SDFN, SDSN, and application layer. Communication channel
must be well protected to ensure cryptographic parameters
such as confidentiality, integrity, and availability. The op-
tional separate control channel provides advantages of security
and dedicated communication for control packets; however,
it incurs extra manufacturing cost. The upper layer is the
application layer where an application developer can build ap-
plications. Proper set of APIs must be provided to interconnect
with SDBS. This is the application layer where the network
operator can change the behavior of overall network.

LPSDN provides flexibility to host both SDBS and appli-
cation layer in one physical machine, for instance, in a PC.
In such case, the SDBS must have proper communication
port to interact with a computer; serial or USB interface can
be used for such communication. On the other hand, SDBS
may be deployed in an area, for example, battle field. In such
case, wireless communication will take place. This behavior is
illustrated clearly in Figure 1. Control Packet Discovery (CPD)
is broad-casted to all neighbor nodes, which is further broad-
casted to other neighbor nodes. Upon receiving CPD packet,
all neighbor nodes send Control Packet Discovery Response
(CPDR) to SDBS. These information are processed by the map
module of SDBS to generate the network map and topology.
Network operator, then, can monitor the whole network. SDSN
behavior can be changed to SDFN dynamically via SDBS’s
intervention; traditional WSNs lack this facility. SDSN can
forward data; it can operate in a sleep mode, and it can be di-
rected to stop communication with other nodes except SDBS.
All these on-demand modes are not available in traditional
WSNs.

Unlimited number of control messages and events are
generated in any network at high-speed are enough to overload
any centralized controller [17]. This situation leads to BS’s
unavailability. To guard against single controller failure, it
is optional to have backup controllers. In critical application
like military, synchronization among controllers should be

applied after some time, for example, five minutes or so on. Of
course, it costs extra controllers and communication overhead;
however, multiple controllers provide better reliability and
high availability. In traditional WSNs, predefined aggregator
nodes or cluster nodes [30] are used to collect data from
limited portion (neighbor nodes) of the deployed network.
SDFN is very similar to aggregator node, but with more power
and control; it is not predefined —any SDSN can behave like
SDFN dynamically.

SDSN has distinct modules for different purposes. SDSN
must have at least one hardware flow table for fast packet
processing. More hardware flow tables provide better perfor-
mance, but they incur extra design and capital cost. SDSN
also has software flow tables; these are relatively slow. These
flow tables have flow entries, where action-match operations
take place. Upon a table-miss (if no rule matches an action
like drop, modify, and forward), packets are directed towards
a controller; the controller generates rules for all table-miss
packets. For aggregator or cluster node, in-network processing
module is introduced to process in-situ data aggregation. This
mechanism can reduce redundant communication and, thus,
provides prolonged network life [31], [32]. Neighbor list
module has information about the neighbor nodes’ list; this
list can be shared with other neighbor nodes periodically to
calculate the topology.

Control plane is responsible for handling all control re-
quests, data packets, flow definition and modification rules,
topology generations, and other related tasks. Authors [33]
have proposed a robust NOS for SDN, but it lacks WSN
support.

Application layer gives an interface (graphical or command-
line) to end-users for interaction and network operations. End-
user can monitor different parameters of nodes: node’s energy
capacity, topology status, link quality, and number of failed
nodes. In managing and maintaining part, end-user (adminis-
trator, network operator) can change the behavior of deployed
nodes dynamically. End-user can modify node’s code, generate
high traffic density zones via multiple controllers or SDFNs to
deceive an adversary, and can direct deployed nodes to change
the traffic pattern.

As discussed in Section I that sink-node gathers a huge
volume of data traffic and control traffic from SDSNs and
SDFNs. Traffic density surrounding SDBS is very dense as
compared to other SDSNs. This can lead to a dense traffic
pattern—high traffic density zone—in BS surroundings. The
generated pattern, finally, gives a clue to an adversary about
BS location information. We provide BS location anonymity
against traffic analysis attack via shifting dense traffic pattern
from SDBS to other SDFNs and creating on-demand traffic
density zones.

Theorem III.1. In a sensor network, according to Pareto’s
Law [34], 20% of the network nodes carrying about 80%
of the network traffic. This means nodes near BS, which are
20% of all nodes, can carry 80% of the entire network traffic.
This situation can create high density traffic pattern, which is



Fig. 2: Integral Model of WSN Traffic.

extremely vulnerable to BS attack.

Proof. Large area of radius R, and sensor nodes which are
uniformly distributed with some number N are supposed,
where R can accommodate maximum nodes as possible.
Nodes generate packets towards BS; this phenomenon can be
modeled as an area of a cumulative integral model, which is
shown in Figure 2.

An area of the inside circle C1 is calculated as Eq. (1).

C1 = f (r) = πr2 (1)

To calculate the network traffic at inside circle C1, the integral
of this area, i.e. traffic at this area is:

Tra f f icC1 =
∫ r

0
f (r)dr (2)

Where f (r) = πr2. Solving Eq. (2), we get traffic density at
circle C1:

Tra f f icC1 =
πr3

3
+Constant (3)

The annular region area R− r can be calculated as:

δ r = πR2 −πr2 (4)

Total network traffic in outside circle C2 can be calculated as:

Tra f f icC2 =
∫ R

0
f (r)dr =

∫ r

0
f (r)dr+

∫ R

r
f (δ r)dr (5)

Solving Eq. (5), yields:

Tra f f icC2 =
2πr3 +2πR3 −3πR2r

3
+Constant (6)

To prove Theorem III.1, we calculate the ratio of whole
network traffic C2 to small circle area C1, i.e.

Tra f f icC2

Tra f f icC1

Which yields:

2r3 +2R3 −3R2r
r3 +Constant (7)

Putting different values for r and R, Eq. (7) supports our
claim. When r = 2 and R = 5, Eq. (7) shows 4: 2, when r = 5
and R= 9, Eq. (7) shows 3.944: 1, and when r = 9 and R= 16,
Eq. (7) shows 3.75: 1.

Random values for r and R yield unexpected results. Care
must be taken to choose as pragmatic values as possible based
on deployed area and understanding the covered area by all

nodes. Constant value in the Eq. (7) can help to set the results
more smoothly.

∙ According to above proof, 20% nodes are generating
80% of the whole network traffic, and 80% of nodes
are merely generating 20% of the entire network traffic.
The intelligent adversary will only search in 20% area of
traffic, which can exploit BS location information.

∙ As there is only one high traffic zone in 20% of the
network traffic area, this will give a very short amount
of attack time to an adversary. The remaining 80% area
will be of very limited interest for him. LPSDN generates
multiple traffic density zones to deceive an adversary.
In addition, for tracing the BS location, LPSDN gave
a zigzag path to an adversary. This path is created by
the intelligent random selection of SDFNs and their
forwarding behavior, which is explained in Section IV.

In a traditional WSN BS location privacy, a predefined pro-
prietary embedded algorithm runs to generate fake packets
and traffic density zones. This hardware-software confined
architecture faces problems of flexibility, programmability,
and maintainability. If any node fails or needs firmware up-
gradation, a manual operation is required to troubleshoot the
issue. LPSDN technique can change the traffic behavior on-
demand; it can also generate traffic density zones according
to network operator’s desire. For mission-critical application
such as battle field surveillance, network operator creates more
hotspots to deceive an adversary; he selects some SDSNs from
the deployed network and instructs them to behave like SDFN.
Furthermore, inactive nodes that are not monitoring an area for
a long time, can be suspended to save battery power.

IV. PERFORMANCE ANALYSIS AND EXPERIMENTAL

RESULTS

There are two cases to protect BS location against traffic
analysis attack: global adversary, and local adversary.

∙ Global adversary: When BS location is static, a global
adversary, who sits for a long time, can deduce the SDBS
location based on network traffic pattern. As this is the
one hotspot location that is not changing all the times.
Static traffic pattern gives a clear clue to the global
adversary about the constant BS position. To counter
this situation, two strategies are proposed: displacement
of SDBS, and usage of multiple controllers combined
with SDFNs. SDFNs can be used to generate fake traffic
density zones, while multiple controllers can be used to
shift the constant traffic pattern from one controller to
another. This introduces extra cost; however, it provides
better network availability and security.

∙ Local adversary: Local adversary searches for high com-
munication zone to know about BS location. He monitors
a particular area’s traffic; when he observes high traffic
zone, based on traffic analysis attack, he deduces BS
location information. To guard against the local adversary,
LPSDN uses a single controller with multiple SDFNs. BS
instructs some SDSNs to behave like SDFNs. Because,



SDFNs have huge traffic volume in their surroundings,
an adversary will believe this high communication zone
as a real BS traffic zone. LPSDN shifts traffic from one
SDFN to another; the local adversary will jump to the
newly created dense traffic zone. Consequently, he will
follow this zigzag path and will not be able to deduce the
real BS location.

We performed various experiments and presented the results
of average results; the evaluation parameters are taken from
Texas Instruments mote CC2530 [35] like mote’s current
capacity, Tx power, Rx power, and energy dissipation during
packet transmission. These evaluation parameters have pro-
vided a realistic output for our analysis. We have done all these
experiments for 30∗30 nodes, 500 messages, while increasing
number of SDFNs. In the simulation, BS has 6000∗2 Joule of
energy, each SDSN has 6000 Joule of energy, and each SDFN
has 6000∗2 Joule of energy. Each receiving and transmitting
process can consume 2 Joule of energy.

∙ With loop method: In this method, any message can
visit the same node multiple times. It quickly exhausts
nodes’ energy and, thus, encounters huge messages drop.
Very few messages are dropped when more SDFNs are
used; however, it incurs maximum energy drain and
very long packet delay. In this method, for all exper-
iments, node selection is random, which is governed
by the Mersenne Twister [36] method; this method
is widely used in Pseudo Random Number Genera-
tor (PRNG). While performing numerous experiments,
Mersenne Twister method provided better random dis-
tribution over Java embedded random method.

∙ Without loop method: A node can be visited only once by
a message. If already visited node is selected again by the
same message ID, that message is simply dropped, and
we report this. Due to this property, Figure 4 shows a
substantial message drop.

∙ Energy based with loop method: This method is the
core of our algorithm. Neighbor nodes are not randomly
selected, but they are intelligently selected on their re-
maining energy capacity. Higher the remaining energy
of a neighbor node, higher is the selection of that node.
A message can visit the same node again to deliver a
message properly and avoid a message drop. We also
conducted experiments for energy based without loop
method, which encountered a huge delay and enormous
energy exhaustions. This is the reason we have not
included its results in all figures.

∙ Energy based acknowledgment: To see the difference of
an acknowledged message with a remembered path, we
performed further simulations to compare with energy
based with loop method. This method and energy based
with loop method work the same, but energy based
acknowledgment method selects the same path for a
message, from which it receives a message. We have done
these experiments to tackle any dead node phenomenon,
when sending back the acknowledge message to sender

Fig. 3: Number of Dropped Messages with Single Controller.

node ID. Dead node cannot forward acknowledge mes-
sage to its neighbors. The lost acknowledgment situation
consumes double energy (retransmission) as compared to
energy based with loop method.

In Figure 3, number of dropped messages are elaborated.
For dropped messages simulation, each individual experiment
shows message failure’s percentage. The average drop mes-
sages’ ratio is very huge in with loop (85%) and without loop
method (80%), while it is zero for energy based and energy
based with ack. In practical situation, controller can drop some
messages. When we increased the number of SDFNs to 4, the
message drop ratio in with loop and without loop method also
decreased to 38% and 42% respectively.

For 9 SDFNs as shown in Figure 4, message drop ratio
almost goes down to zero. On the average, 20% message drop
ratio is observed. In without loop method, a message cannot
visit the same node twice, which finally introduces a massive
packet drop. Huge packet drop incurs unavailability and longer
delay. From here, we can strongly conclude, that due to this
enormous message drop ratio, without loop method should not
be used to provide BS location anonymity.

With loop method quickly exhausts node’s energy. Initially,
all nodes have full energy, but after running for some time,
with loop method drains all nodes’ energy quickly, as depicted
in Figure 5. In hops count simulation, number of steps (hops
count) for individual message ID to reach BS is elaborated.
Hops count is very high (on average 30000 steps) in with loop
method as shown in Figure 5. Big hops count suffers from
longer delay.

For 4 SDFNs, hops count decreased to 3000 steps (on
average); it improved node’s energy as well. Because of longer
delay and maximum energy consumption, with loop method
is very difficult to use in practical situation.

For 9 SDFNs, with loop method still suffered the same prob-
lem—longer delay (on average 2000 steps). Other methods are
good enough to deliver packets quickly. Our second conclusion
is, as deduced from Figure 6, it is not advised to use with
loop method due to its longer delay.



Fig. 4: Number of Dropped Messages with 9 SDFNs and
Single Controller.

Fig. 5: Hops Count for Single Controller.

Fig. 6: Hops Count for 9 SDFNs and Single Controller.

Fig. 7: Number of Received Messages (per node) for Single
Controller.

In Figure 7, number of received messages per node are
compared. BS location information is very prone to traffic
analysis attack, because of only one peak (high communication
traffic zone) as shown in Figure 7. To provide BS location
privacy, we can use multiple controllers or multiple SDFNs to
have many traffic peaks. Multiple traffic peaks/traffic density
zones can deceive an adversary; we clearly illustrated this case
in Section IV.

For the same experiment, but with 4 SDFNs, energy based
method outperformed other methods. In this case, simulation
results showed 5 peaks, minimum number of packet received,
and shorter delay; such parameters encourage to use energy
based method. Energy based with acknowledge method suf-
fered from large volume of received messages, as a result, it
can drain node’s energy quickly.

With 9 SDFNs as shown in Figure 8, we have 10 peaks
for energy based method. Multiple traffic density zones give a
daunting challenge to an attacker (global and local). Multiple
traffic peaks provide better BS location privacy; an adversary
will have more traffic density zones for his attack space.
Increasing the number of SDFNs/Controllers, finally, provides
better BS location privacy. For an attacker, a single high
traffic density zone gives higher success probability equal to
1/1, while for multiple traffic peaks, his success probability
decreases to 1/{No−O f −Peaks}.

The graph behavior for the number of sent messages is
almost same to the behavior of received messages. We do not
includ those graphs here.

First-order radio formula [37] where authors have discussed
how to estimate the energy needed to send a packet of a bits
of data from the transmitter to the receiver, can be used to
model the energy consumption in LPSDN. Normally, packet
transmission consumes more energy compared to packet re-
ception, because an extra process of signal amplification takes
place in transmitting electronics.

The general formula for transmitting a bits is shown in
Eq.(8) where ET x(a) is the energy that the radio circuit
consumes in order to process a bits, aET x is the amount



Fig. 8: Number of Received Messages (per node) with 9
SDFNs and Single Controller.

Fig. 9: Remaining Energy (per node) with Single Controller.

of energy consumed by processing a single bit by the radio
circuit, and Eamp(a,b) is the energy needed by the radio
amplifier circuit to send a bits of message over distance b.
For receiving a bits, the receiving formula is shown in Eq.
( 9), where aERx is the energy consumed by receiving circuit
for processing a single bit.

EtotalTx(a,b) = ET x(a)+Eamp(a,b) = aET x +Eamp(a,b) (8)

EtotalRx(a) = ERx(a) = aERx (9)

Total delay can be calculated by adding processing delay,
queuing delay and propagation delay. Eq. ( 10) is the general
formula to model point to point delay. Tp is the processing
delay, Delayque is the queuing delay, and Delayprop is the
propagation delay. We simulated this case related to the
number of packets received or transmitted by any node.

Delaytotal = Tp +Delayque +Delayprop (10)

Fig. 10: Remaining Energy (per node) With 9 SDFNs and
Single Controller.

In Figure 9, the remaining energy comparison per node
is illustrated. Remaining energy with loop method suffered
from ample power exhaustion; it should not be used in
practical applications. Remaining energy with energy based
acknowledge method also encountered quick power loss, be-
cause of substantial messages’ exchange. For single controller,
remaining energy levels for energy based method and without
loop method were almost same, but without loop method
suffered from larger delay. Consequently, it should not be used
in practical applications.

For 4 SDFNs, the remaining energy level in energy based
method outperformed other methods.

With 9 SDFNs as shown in Figure 10, remaining energy per
node is a bit improved. Remaining energy with energy based
acknowledge and without loop method did not suffer from a
quicker power drain, but they incurred the disadvantages of
longer delay and huge message drop.

A. Discussion

The experimental results show that LPSDN efficiently hides
BS location and, thus, traffic analysis attack will be very
difficult for local and global adversaries.

∙ Dropped messages: Drop message ratio is inversely pro-
portional to the number of SDFNs. Without loop method
incurs a huge amount of message failure; the reason is
that, a message cannot traverse the same node again. If
any message visits the same node again, without loop
method changes to with loop method. With loop method
with 9 SDFNs performs very well; the message dropped
ratio goes down from 80% to below 1%, but other issues
such as, longer delay and massive energy consumption
are the key barriers towards practical implementation.

∙ Hops count/Latency: Hops count for with loop method
suffers huge delay, other methods behave almost same.
Although, in with loop method, message drop ratio for
9 SDFNs is below 1%, but, because of huge delay, with
loop method is not suited for mission-critical applications.



TABLE I: Analysis and Comparison of Different Methods.

Experiment
Single Controller 4 SDFNs + Single Controller 9 SDFNs + Single Controller

Dropped
Messages

Hops Count Sent or Re-
ceived Mes-
sages

Remaining
Energy

Dropped
Messages

Hops Count Sent or Re-
ceived Mes-
sages

Remaining
Energy

Dropped
Messages

Hops Count Sent or Re-
ceived Mes-
sages

Remaining
Energy

With Loop Ultra high
85%

Ultra high Ultra dense Very huge
consumption

Very high
40%

Very high Ultra dense Very huge
consumption

Very low
0.5%

high Very high Very huge
Consumption

Without
Loop

Ultra high
80%

Very low Optimal Optimal con-
sumption

Very high
45%

Very low Optimal Optimal con-
sumption

High 25% Very low Optimal Optimal con-
sumption

Energy
Based

Zero Very low Optimal Optimal con-
sumption

Zero Very low Optimal Optimal con-
sumption

Zero Very low Optimal Optimal con-
sumption

Energy
Based With
Ack

Zero Very low Very dense Huge
consumption

Zero Very low Very dense Huge
consumption

Zero Very low Very dense Very huge
consumption

∙ Adversary attack’s space: For the local adversary, we can
change the traffic pattern at some location on-demand,
but for the global adversary, who monitors the network
traffic all times, single controller is extremely vulnerable
to exploit BS location information as explained in Section
IV. For security purposes, multiple SDFNs with single
controller and multiple SDFNs with multiple controllers
must be used to provide BS location anonymity against
the global adversary.
In case of multiple SDFNs and single controller, attacking
BS location is very difficult for the local adversary. In
this case, BS position is static all times. To support
BS location anonymity, multiple traffic peaks generated
by other SDFNs are used. Traffic peaks generated by
SDFNs can be changed on-demand after time to time.
Figure 7 shows the network traffic for the first-time span,
but when location privacy is required, on-demand traffic
peaks are generated as depicted in 8. Multiple controllers
are not used here. Network operator can direct any SDSN
to behave like SDFN (for changing traffic pattern and
generating traffic peaks). For the local adversary, it is
very difficult to deduce BS location, while for the global
adversary, he has to sit for a long time to analyze traffic
pattern and deduce BS location information. Only energy
based method provides balanced peaks and can hide BS
very efficiently.
BS location is more secured against the global adversary,
when multiple controllers are used with multiple SDFNs.
Traffic density at one constant position raised by a single
controller can be transferred to other controllers and
SDFNs. This technique leads to maximum BS location
privacy against the global adversary. Global adversary,
who monitors network all times will see many traffic
peaks; these peaks change after time to time. Multiple
controllers with multiple SDFNs can be used in military
applications where security is the top priority. However,
multiple controllers incur an extra capital cost.

∙ Remaining energy: Energy based method and without
loop method perform well to conserver more energy.
Other two methods suffer from a quick power drain.
Without loop method suffers from an enormous amount
of packet loss as shown in Figure 4.

∙ No fake packets: LPSDN does not use fake packets to
provide BS location privacy. It saves an enormous amount
of node’s energy, which finally provides a prolonged

network life—it ensures availability. In traditional WSNs,
dummy packets and fake packets play an important role
to hide BS location information. However, fake packets
consume extra energy. A comprehensive comparison us-
ing fake packets is already presented in Section II-A.

∙ Network maintenance and management: Traditional
WSNs lack of decoupled architecture; both forwarding
behavior and routing behavior are embedded in a single
sensor node. Such architecture leads to lack of flexibility,
maintainability, manageability, and easy troubleshooting.
In LPSDN, a centralized controller defines policy and
decides all routing decisions. It decouples the intelligent
behavior (routing) from all sensor nodes. Sensor nodes
only forward packets and all packet rules are defined in
the controller.
Based on experimental results and rigorous simulations,
it is strongly inferred that for mission-critical systems
like, military and field surveillance, energy based method
must be used. This method provides minimum hops count
(low latency), balanced energy consumption and distribu-
tion, and minimum message failure, while providing BS
location privacy against local and global adversary. A
comprehensive comparison is shown in Table I.

V. CONCLUSION

In WSNs, sink-node gathers data from surrounding nodes
and forwards to outside world via a gateway. Sink-node, which
is the bridge between deployed sensor network and outside
world, has a vital role in sensor network operations. Therefor,
its location information must be hidden from any attacker. To
protect BS location privacy against local and global adversary,
we proposed a novel technique inspired by the SDN paradigm.
Our scheme efficiently hides BS location with minimal en-
ergy consumption, minimum delay, and negligible message
failure rate. In addition, our approach efficiently reduces
the management and maintenance overhead; data plane and
control plane are tightly coupled in traditional WSN, which
leads to expensive management and maintenance activities.
The proposed technique solves the scalability issues as well;
new node addition, faulty node removal, software installation,
and firmware up-gradation, are well tackled as compared to
traditional WSNs.

ACKNOWLEDGMENTS

We thank the anonymous reviewers whose comments no-
ticeably improved the quality of this paper. This work is



supported in part by the National 973 Program of China under
grant 2011CB302301, the Fundamental Research Funds for
the Central Universities (HUST:2014QN009), Natural Science
Foundation of Hubei Province (2015CFB192), and Higher
Education Commission Pakistan (HEC).

REFERENCES

[1] I. Akyildiz, W. Su, Y. Sankarasubramaniam, and E. Cayirci, “Wireless
sensor networks: a survey,” Computer Networks, vol. 38, no. 4, pp. 393
– 422, Mar. 2002.

[2] M. Conti, J. Willemsen, and B. Crispo, “Providing source location
privacy in wireless sensor networks: A survey,” IEEE Communications
Surveys Tutorials, vol. 15, no. 3, pp. 1238–1280, Mar. 2013.

[3] W. Diffie and S. Landu, Privacy on The Line: The Politics of Wiretapping
and Encryption, updated and expanded ed. MIT Press, 2007.

[4] J. Long, M. Dong, K. Ota, and A. Liu, “Achieving source location pri-
vacy and network lifetime maximization through tree-based diversionary
routing in wireless sensor networks,” IEEE Access, vol. 2, pp. 633–651,
Jul. 2014.

[5] R. Rios and J. Lopez, “(Un)Suitability of anonymous communication
systems to WSN,” IEEE Systems Journal, vol. 7, no. 2, pp. 298–310,
Jun. 2013.

[6] K. Pongaliur and L. Xiao, “Sensor node source privacy and packet
recovery under eavesdropping and node compromise attacks,” ACM
Transaction on Sensor networks, vol. 9, no. 4, pp. 50:1–50:26, Jul. 2013.

[7] A. Proaño and L. Lazos, “Perfect contextual information privacy in
WSNs undercolluding eavesdroppers,” in Proc. of the 6th ACM Confer-
ence on Security and Privacy in Wireless and Mobile Networks. ACM,
Apr. 2013, pp. 89–94.

[8] Y. Ebrahimi and M. Younis, “Using deceptive packets to increase base-
station anonymity in wireless sensor network,” in Proc. of the 7th Inter-
national Wireless Communications and Mobile Computing Conference
(IWCMC). IEEE, Jul. 2011, pp. 842–847.

[9] V. P. V. Gottumukkala, V. Pandit, H. Li, and D. P. Agrawal, “Base-
station location anonymity and security technique (BLAST) for wireless
sensor networks,” in Proc. of the IEEE International Conference on
Communications (ICC), Jun. 2012, pp. 6705–6709.

[10] Y. Jian, S. Chen, Z. Zhang, and L. Zhang, “Protecting receiver-location
privacy in wireless sensor networks,” in Proc. of the 26th IEEE Interna-
tional Conference on Computer Communications (INFOCOM). IEEE,
May 2007, pp. 1955–1963.

[11] X. Luo, X. Ji, and M.-S. Park, “Location privacy against traffic analysis
attacks in wireless sensor networks,” in Proc. of the International
Conference on Information Science and Applications (ICISA), Apr. 2010,
pp. 1–6.

[12] B. Ying, D. Makrakis, and H. T. Mouftah, “A protocol for sink location
privacy protection in wireless sensor networks,” in Proc. of the IEEE
Global Telecommunications Conference (GLOBECOM). IEEE, Dec.
2011, pp. 1–5.

[13] B. Ying, J. Gallardo, D. Makrakis, and H. Mouftah, “Concealing of the
sink location in wsns by artificially homogenizing traffic intensity,” in
Proc. of the IEEE Conference on Computer Communications Workshops
(INFOCOM WKSHPS), Apr. 2011, pp. 988–993.

[14] T. Luo, H.-P. Tan, and T. Q. S. Quek, “Sensor OpenFlow: Enabling
software-defined wireless sensor networks,” IEEE Communications Let-
ters, vol. 16, no. 11, pp. 1896–1899, Nov. 2012.

[15] R. Rios and J. Lopez, “Analysis of location privacy solutions in wireless
sensor networks,” IET Communications, vol. 5, no. 17, pp. 2518–2532,
Nov. 2011.

[16] N. McKeown, T. Anderson, H. Balakrishnan, G. Parulkar, L. Peterson,
J. Rexford, S. Shenker, and J. Turner, “OpenFlow: Enabling innova-
tion in campus networks,” ACM SIGCOMM Computer Communication
Review, vol. 38, no. 2, pp. 69–74, Mar. 2008.

[17] M. Ambrosin, M. Conti, F. De Gaspari, and R. Poovendran,
“LineSwitch: Efficiently managing switch flow in software-defined net-
working while effectively tackling DoS attacks,” in Proc. of the the
10th ACM Symposium on Information, Computer and Communications
Security. ACM, Apr. 2015, pp. 639–644.

[18] F. Hu, Q. Hao, and K. Bao, “A survey on software-defined network
and openflow: From concept to implementation,” IEEE Communications
Surveys Tutorials, vol. 16, no. 4, pp. 2181–2206, May 2014.

[19] D. Kreutz, F. M. V. Ramos, P. E. Verissimo, C. E. Rothenberg,
S. Azodolmolky, and S. Uhlig, “Software-defined networking: A com-

prehensive survey,” Proceedings of the IEEE, vol. 103, no. 1, pp. 14–76,
Jan. 2015.

[20] N. A. Jagadeesan and B. Krishnamachari, “Software-defined networking
paradigms in wireless networks: A survey,” ACM Computing Survey,
vol. 47, no. 2, pp. 27:1–27:11, Nov. 2014.

[21] Y. Jian, S. Chen, Z. Zhang, and L. Zhang, “Protecting receiver-location
privacy in wireless sensor networks,” in Proc. of the 26th IEEE Inter-
national Conference on Computer Communications (INFOCOM), May
2007, pp. 1955–1963.

[22] J. Deng, R. Han, and S. Mishra, “Countermeasures against traffic
analysis attacks in wireless sensor networks,” in Proc. of the 1st
International Conference on Security and Privacy for Emerging Areas
in Communications Networks (SecureComm). IEEE, Sep. 2005, pp.
113–126.

[23] S. Costanzo, L. Galluccio, G. Morabito, and S. Palazzo, “Software
defined wireless networks: Unbridling SDNs,” in Proc. of the European
Workshop on Software Defined Networking (EWSDN), Oct. 2012, pp.
1–6.

[24] Z.-J. Han and W. Ren, “A novel wireless sensor networks structure based
on the SDN,” International Journal of Distributed Sensor Networks, Mar.
2014.

[25] B. Trevizan de Oliveira, C. Borges Margi, and L. Batista Gabriel,
“TinySDN: Enabling multiple controllers for software-defined wireless
sensor networks,” in Proc. of the IEEE Latin-America Conference on
Communications (LATINCOM), Nov. 2014, pp. 1–6.

[26] M. Tasch, R. Khondoker, R. Marx, and K. Bayarou, “Security analysis
of security applications for software defined networks,” in Proc. of the
AINTEC on Asian Internet Engineering Conference. ACM, Nov. 2014,
pp. 23:23–23:30.

[27] R. Riggio, T. Rasheed, and M. K. Marina, “Poster: Programming
software-defined wireless networks,” in Proc. of the 20th Annual In-
ternational Conference on Mobile Computing and Networking. ACM,
Sep. 2014, pp. 413–416.

[28] S. Shin, V. Yegneswaran, P. Porras, and G. Gu, “AVANT-GUARD:
Scalable and vigilant switch flow management in software-defined
networks,” in Proc. of the ACM SIGSAC Conference on Computer and
Communications Security. ACM, Nov. 2013, pp. 413–424.

[29] Y. Xue, X. Chang, S. Zhong, and Y. Zhuang, “An efficient energy hole
alleviating algorithm for wireless sensor networks,” IEEE Transactions
on Consumer Electronics, vol. 60, no. 3, pp. 347–355, Aug. 2014.

[30] I. Ouafaa, L. Jalal, K. Salah-ddine, and E. H. Said, “The comparison
study of hierarchical routing protocols for ad-hoc and wireless sensor
networks: A literature survey,” in Proc. of the The International Con-
ference on Engineering & MIS. ACM, Sep. 2015, pp. 32:1–32:8.

[31] B.-D. Lee and K.-H. Lim, “An energy-efficient hybrid data-gathering
protocol based on the dynamic switching of reporting schemes in
wireless sensor networks,” IEEE Systems Journal, vol. 6, no. 3, pp.
378–387, Sep. 2012.

[32] B. Sun, X. Shan, K. Wu, and Y. Xiao, “Anomaly detection based secure
in-network aggregation for wireless sensor networks,” IEEE Systems
Journal, vol. 7, no. 1, pp. 13–25, Mar. 2013.

[33] S. Shin, Y. Song, T. Lee, S. Lee, J. Chung, P. Porras, V. Yegneswaran,
J. Noh, and B. B. Kang, “Rosemary: A robust, secure, and high-
performance network operating system,” in Proc. of the ACM SIGSAC
Conference on Computer and Communications Security. ACM, Nov.
2014, pp. 78–89.

[34] F. John Reh, “Pareto’s principle-the 80-20 rule,” Business Credit, vol.
107, no. 7, Aug. 2005.

[35] Texas Instruments, “CC2530 second generation System-on-
Chip solution for 2.4 GHz IEEE 802.15.4 / RF4CE
/ ZigBee,” http://www.ti.com/product/CC2530/technicaldocuments,
2015, [Online] Accessed 2015-9-9. [Online]. Available:
http://www.ti.com/product/CC2530/technicaldocuments

[36] M. Matsumoto and T. Nishimura, “Mersenne Twister: a 623-
dimensionally equidistributed uniform pseudo-random number genera-
tor,” ACM Transactions on Modeling and Computer Simulation, vol. 8,
no. 1, pp. 3–30, Jan. 1998.

[37] D. Tudose, L. Gheorghe, and N. Tapus, “Radio transceiver consump-
tion modeling for multi-hop wireless sensor networks,” UPB Scientific
Bulletin Series C, vol. 75, no. 1, pp. 17–26, Jan. 2013.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.7
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /AbadiMT-CondensedLight
    /ACaslon-Italic
    /ACaslon-Regular
    /ACaslon-Semibold
    /ACaslon-SemiboldItalic
    /AdobeArabic-Bold
    /AdobeArabic-BoldItalic
    /AdobeArabic-Italic
    /AdobeArabic-Regular
    /AdobeHebrew-Bold
    /AdobeHebrew-BoldItalic
    /AdobeHebrew-Italic
    /AdobeHebrew-Regular
    /AdobeHeitiStd-Regular
    /AdobeMingStd-Light
    /AdobeMyungjoStd-Medium
    /AdobePiStd
    /AdobeSongStd-Light
    /AdobeThai-Bold
    /AdobeThai-BoldItalic
    /AdobeThai-Italic
    /AdobeThai-Regular
    /AGaramond-Bold
    /AGaramond-BoldItalic
    /AGaramond-Italic
    /AGaramond-Regular
    /AGaramond-Semibold
    /AGaramond-SemiboldItalic
    /AgencyFB-Bold
    /AgencyFB-Reg
    /AGOldFace-Outline
    /AharoniBold
    /Algerian
    /Americana
    /Americana-ExtraBold
    /AndaleMono
    /AndaleMonoIPA
    /AngsanaNew
    /AngsanaNew-Bold
    /AngsanaNew-BoldItalic
    /AngsanaNew-Italic
    /AngsanaUPC
    /AngsanaUPC-Bold
    /AngsanaUPC-BoldItalic
    /AngsanaUPC-Italic
    /Anna
    /ArialAlternative
    /ArialAlternativeSymbol
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialMT-Black
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialRoundedMTBold
    /ArialUnicodeMS
    /ArrusBT-Bold
    /ArrusBT-BoldItalic
    /ArrusBT-Italic
    /ArrusBT-Roman
    /AvantGarde-Book
    /AvantGarde-BookOblique
    /AvantGarde-Demi
    /AvantGarde-DemiOblique
    /AvantGardeITCbyBT-Book
    /AvantGardeITCbyBT-BookOblique
    /BakerSignet
    /BankGothicBT-Medium
    /Barmeno-Bold
    /Barmeno-ExtraBold
    /Barmeno-Medium
    /Barmeno-Regular
    /Baskerville
    /BaskervilleBE-Italic
    /BaskervilleBE-Medium
    /BaskervilleBE-MediumItalic
    /BaskervilleBE-Regular
    /Baskerville-Bold
    /Baskerville-BoldItalic
    /Baskerville-Italic
    /BaskOldFace
    /Batang
    /BatangChe
    /Bauhaus93
    /Bellevue
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlingAntiqua-Bold
    /BerlingAntiqua-BoldItalic
    /BerlingAntiqua-Italic
    /BerlingAntiqua-Roman
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BernhardModernBT-Bold
    /BernhardModernBT-BoldItalic
    /BernhardModernBT-Italic
    /BernhardModernBT-Roman
    /BiffoMT
    /BinnerD
    /BinnerGothic
    /BlackadderITC-Regular
    /Blackoak
    /blex
    /blsy
    /Bodoni
    /Bodoni-Bold
    /Bodoni-BoldItalic
    /Bodoni-Italic
    /BodoniMT
    /BodoniMTBlack
    /BodoniMTBlack-Italic
    /BodoniMT-Bold
    /BodoniMT-BoldItalic
    /BodoniMTCondensed
    /BodoniMTCondensed-Bold
    /BodoniMTCondensed-BoldItalic
    /BodoniMTCondensed-Italic
    /BodoniMT-Italic
    /BodoniMTPosterCompressed
    /Bodoni-Poster
    /Bodoni-PosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /Bookman-Demi
    /Bookman-DemiItalic
    /Bookman-Light
    /Bookman-LightItalic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolOne-Regular
    /BookshelfSymbolSeven
    /BookshelfSymbolThree-Regular
    /BookshelfSymbolTwo-Regular
    /Botanical
    /Boton-Italic
    /Boton-Medium
    /Boton-MediumItalic
    /Boton-Regular
    /Boulevard
    /BradleyHandITC
    /Braggadocio
    /BritannicBold
    /Broadway
    /BrowalliaNew
    /BrowalliaNew-Bold
    /BrowalliaNew-BoldItalic
    /BrowalliaNew-Italic
    /BrowalliaUPC
    /BrowalliaUPC-Bold
    /BrowalliaUPC-BoldItalic
    /BrowalliaUPC-Italic
    /BrushScript
    /BrushScriptMT
    /CaflischScript-Bold
    /CaflischScript-Regular
    /Calibri
    /Calibri-Bold
    /Calibri-BoldItalic
    /Calibri-Italic
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /CalisMTBol
    /CalistoMT
    /CalistoMT-BoldItalic
    /CalistoMT-Italic
    /Cambria
    /Cambria-Bold
    /Cambria-BoldItalic
    /Cambria-Italic
    /CambriaMath
    /Candara
    /Candara-Bold
    /Candara-BoldItalic
    /Candara-Italic
    /Carta
    /CaslonOpenfaceBT-Regular
    /Castellar
    /CastellarMT
    /Centaur
    /Centaur-Italic
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchL-Bold
    /CenturySchL-BoldItal
    /CenturySchL-Ital
    /CenturySchL-Roma
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /CGTimes-Bold
    /CGTimes-BoldItalic
    /CGTimes-Italic
    /CGTimes-Regular
    /CharterBT-Bold
    /CharterBT-BoldItalic
    /CharterBT-Italic
    /CharterBT-Roman
    /CheltenhamITCbyBT-Bold
    /CheltenhamITCbyBT-BoldItalic
    /CheltenhamITCbyBT-Book
    /CheltenhamITCbyBT-BookItalic
    /Chiller-Regular
    /Cmb10
    /CMB10
    /Cmbsy10
    /CMBSY10
    /CMBSY5
    /CMBSY6
    /CMBSY7
    /CMBSY8
    /CMBSY9
    /Cmbx10
    /CMBX10
    /Cmbx12
    /CMBX12
    /Cmbx5
    /CMBX5
    /Cmbx6
    /CMBX6
    /Cmbx7
    /CMBX7
    /Cmbx8
    /CMBX8
    /Cmbx9
    /CMBX9
    /Cmbxsl10
    /CMBXSL10
    /Cmbxti10
    /CMBXTI10
    /Cmcsc10
    /CMCSC10
    /Cmcsc8
    /CMCSC8
    /Cmcsc9
    /CMCSC9
    /Cmdunh10
    /CMDUNH10
    /Cmex10
    /CMEX10
    /CMEX7
    /CMEX8
    /CMEX9
    /Cmff10
    /CMFF10
    /Cmfi10
    /CMFI10
    /Cmfib8
    /CMFIB8
    /Cminch
    /CMINCH
    /Cmitt10
    /CMITT10
    /Cmmi10
    /CMMI10
    /Cmmi12
    /CMMI12
    /Cmmi5
    /CMMI5
    /Cmmi6
    /CMMI6
    /Cmmi7
    /CMMI7
    /Cmmi8
    /CMMI8
    /Cmmi9
    /CMMI9
    /Cmmib10
    /CMMIB10
    /CMMIB5
    /CMMIB6
    /CMMIB7
    /CMMIB8
    /CMMIB9
    /Cmr10
    /CMR10
    /Cmr12
    /CMR12
    /Cmr17
    /CMR17
    /Cmr5
    /CMR5
    /Cmr6
    /CMR6
    /Cmr7
    /CMR7
    /Cmr8
    /CMR8
    /Cmr9
    /CMR9
    /Cmsl10
    /CMSL10
    /Cmsl12
    /CMSL12
    /Cmsl8
    /CMSL8
    /Cmsl9
    /CMSL9
    /Cmsltt10
    /CMSLTT10
    /Cmss10
    /CMSS10
    /Cmss12
    /CMSS12
    /Cmss17
    /CMSS17
    /Cmss8
    /CMSS8
    /Cmss9
    /CMSS9
    /Cmssbx10
    /CMSSBX10
    /Cmssdc10
    /CMSSDC10
    /Cmssi10
    /CMSSI10
    /Cmssi12
    /CMSSI12
    /Cmssi17
    /CMSSI17
    /Cmssi8
    /CMSSI8
    /Cmssi9
    /CMSSI9
    /Cmssq8
    /CMSSQ8
    /Cmssqi8
    /CMSSQI8
    /Cmsy10
    /CMSY10
    /Cmsy5
    /CMSY5
    /Cmsy6
    /CMSY6
    /Cmsy7
    /CMSY7
    /Cmsy8
    /CMSY8
    /Cmsy9
    /CMSY9
    /Cmtcsc10
    /CMTCSC10
    /Cmtex10
    /CMTEX10
    /Cmtex8
    /CMTEX8
    /Cmtex9
    /CMTEX9
    /Cmti10
    /CMTI10
    /Cmti12
    /CMTI12
    /Cmti7
    /CMTI7
    /Cmti8
    /CMTI8
    /Cmti9
    /CMTI9
    /Cmtt10
    /CMTT10
    /Cmtt12
    /CMTT12
    /Cmtt8
    /CMTT8
    /Cmtt9
    /CMTT9
    /Cmu10
    /CMU10
    /Cmvtt10
    /CMVTT10
    /ColonnaMT
    /Colossalis-Bold
    /ComicSansMS
    /ComicSansMS-Bold
    /Consolas
    /Consolas-Bold
    /Consolas-BoldItalic
    /Consolas-Italic
    /Constantia
    /Constantia-Bold
    /Constantia-BoldItalic
    /Constantia-Italic
    /CooperBlack
    /CopperplateGothic-Bold
    /CopperplateGothic-Light
    /Copperplate-ThirtyThreeBC
    /Corbel
    /Corbel-Bold
    /Corbel-BoldItalic
    /Corbel-Italic
    /CordiaNew
    /CordiaNew-Bold
    /CordiaNew-BoldItalic
    /CordiaNew-Italic
    /CordiaUPC
    /CordiaUPC-Bold
    /CordiaUPC-BoldItalic
    /CordiaUPC-Italic
    /Courier
    /Courier-Bold
    /Courier-BoldOblique
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /Courier-Oblique
    /CourierStd
    /CourierStd-Bold
    /CourierStd-BoldOblique
    /CourierStd-Oblique
    /CourierX-Bold
    /CourierX-BoldOblique
    /CourierX-Oblique
    /CourierX-Regular
    /CreepyRegular
    /CurlzMT
    /David-Bold
    /David-Reg
    /DavidTransparent
    /Dcb10
    /Dcbx10
    /Dcbxsl10
    /Dcbxti10
    /Dccsc10
    /Dcitt10
    /Dcr10
    /Desdemona
    /DilleniaUPC
    /DilleniaUPCBold
    /DilleniaUPCBoldItalic
    /DilleniaUPCItalic
    /Dingbats
    /DomCasual
    /Dotum
    /DotumChe
    /DoulosSIL
    /EdwardianScriptITC
    /Elephant-Italic
    /Elephant-Regular
    /EngraversGothicBT-Regular
    /EngraversMT
    /EraserDust
    /ErasITC-Bold
    /ErasITC-Demi
    /ErasITC-Light
    /ErasITC-Medium
    /ErieBlackPSMT
    /ErieLightPSMT
    /EriePSMT
    /EstrangeloEdessa
    /Euclid
    /Euclid-Bold
    /Euclid-BoldItalic
    /EuclidExtra
    /EuclidExtra-Bold
    /EuclidFraktur
    /EuclidFraktur-Bold
    /Euclid-Italic
    /EuclidMathOne
    /EuclidMathOne-Bold
    /EuclidMathTwo
    /EuclidMathTwo-Bold
    /EuclidSymbol
    /EuclidSymbol-Bold
    /EuclidSymbol-BoldItalic
    /EuclidSymbol-Italic
    /EucrosiaUPC
    /EucrosiaUPCBold
    /EucrosiaUPCBoldItalic
    /EucrosiaUPCItalic
    /EUEX10
    /EUEX7
    /EUEX8
    /EUEX9
    /EUFB10
    /EUFB5
    /EUFB7
    /EUFM10
    /EUFM5
    /EUFM7
    /EURB10
    /EURB5
    /EURB7
    /EURM10
    /EURM5
    /EURM7
    /EuroMono-Bold
    /EuroMono-BoldItalic
    /EuroMono-Italic
    /EuroMono-Regular
    /EuroSans-Bold
    /EuroSans-BoldItalic
    /EuroSans-Italic
    /EuroSans-Regular
    /EuroSerif-Bold
    /EuroSerif-BoldItalic
    /EuroSerif-Italic
    /EuroSerif-Regular
    /EUSB10
    /EUSB5
    /EUSB7
    /EUSM10
    /EUSM5
    /EUSM7
    /FelixTitlingMT
    /Fences
    /FencesPlain
    /FigaroMT
    /FixedMiriamTransparent
    /FootlightMTLight
    /Formata-Italic
    /Formata-Medium
    /Formata-MediumItalic
    /Formata-Regular
    /ForteMT
    /FranklinGothic-Book
    /FranklinGothic-BookItalic
    /FranklinGothic-Demi
    /FranklinGothic-DemiCond
    /FranklinGothic-DemiItalic
    /FranklinGothic-Heavy
    /FranklinGothic-HeavyItalic
    /FranklinGothicITCbyBT-Book
    /FranklinGothicITCbyBT-BookItal
    /FranklinGothicITCbyBT-Demi
    /FranklinGothicITCbyBT-DemiItal
    /FranklinGothic-Medium
    /FranklinGothic-MediumCond
    /FranklinGothic-MediumItalic
    /FrankRuehl
    /FreesiaUPC
    /FreesiaUPCBold
    /FreesiaUPCBoldItalic
    /FreesiaUPCItalic
    /FreestyleScript-Regular
    /FrenchScriptMT
    /Frutiger-Black
    /Frutiger-BlackCn
    /Frutiger-BlackItalic
    /Frutiger-Bold
    /Frutiger-BoldCn
    /Frutiger-BoldItalic
    /Frutiger-Cn
    /Frutiger-ExtraBlackCn
    /Frutiger-Italic
    /Frutiger-Light
    /Frutiger-LightCn
    /Frutiger-LightItalic
    /Frutiger-Roman
    /Frutiger-UltraBlack
    /Futura-Bold
    /Futura-BoldOblique
    /Futura-Book
    /Futura-BookOblique
    /FuturaBT-Bold
    /FuturaBT-BoldItalic
    /FuturaBT-Book
    /FuturaBT-BookItalic
    /FuturaBT-Medium
    /FuturaBT-MediumItalic
    /Futura-Light
    /Futura-LightOblique
    /GalliardITCbyBT-Bold
    /GalliardITCbyBT-BoldItalic
    /GalliardITCbyBT-Italic
    /GalliardITCbyBT-Roman
    /Garamond
    /Garamond-Bold
    /Garamond-BoldCondensed
    /Garamond-BoldCondensedItalic
    /Garamond-BoldItalic
    /Garamond-BookCondensed
    /Garamond-BookCondensedItalic
    /Garamond-Italic
    /Garamond-LightCondensed
    /Garamond-LightCondensedItalic
    /Gautami
    /GeometricSlab703BT-Light
    /GeometricSlab703BT-LightItalic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /GeorgiaRef
    /Giddyup
    /Giddyup-Thangs
    /Gigi-Regular
    /GillSans
    /GillSans-Bold
    /GillSans-BoldItalic
    /GillSans-Condensed
    /GillSans-CondensedBold
    /GillSans-Italic
    /GillSans-Light
    /GillSans-LightItalic
    /GillSansMT
    /GillSansMT-Bold
    /GillSansMT-BoldItalic
    /GillSansMT-Condensed
    /GillSansMT-ExtraCondensedBold
    /GillSansMT-Italic
    /GillSans-UltraBold
    /GillSans-UltraBoldCondensed
    /GloucesterMT-ExtraCondensed
    /Gothic-Thirteen
    /GoudyOldStyleBT-Bold
    /GoudyOldStyleBT-BoldItalic
    /GoudyOldStyleBT-Italic
    /GoudyOldStyleBT-Roman
    /GoudyOldStyleT-Bold
    /GoudyOldStyleT-Italic
    /GoudyOldStyleT-Regular
    /GoudyStout
    /GoudyTextMT-LombardicCapitals
    /GSIDefaultSymbols
    /Gulim
    /GulimChe
    /Gungsuh
    /GungsuhChe
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /Helvetica
    /Helvetica-Black
    /Helvetica-BlackOblique
    /Helvetica-Bold
    /Helvetica-BoldOblique
    /Helvetica-Condensed
    /Helvetica-Condensed-Black
    /Helvetica-Condensed-BlackObl
    /Helvetica-Condensed-Bold
    /Helvetica-Condensed-BoldObl
    /Helvetica-Condensed-Light
    /Helvetica-Condensed-LightObl
    /Helvetica-Condensed-Oblique
    /Helvetica-Fraction
    /Helvetica-Narrow
    /Helvetica-Narrow-Bold
    /Helvetica-Narrow-BoldOblique
    /Helvetica-Narrow-Oblique
    /Helvetica-Oblique
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Humanist521BT-BoldCondensed
    /Humanist521BT-Light
    /Humanist521BT-LightItalic
    /Humanist521BT-RomanCondensed
    /Imago-ExtraBold
    /Impact
    /ImprintMT-Shadow
    /InformalRoman-Regular
    /IrisUPC
    /IrisUPCBold
    /IrisUPCBoldItalic
    /IrisUPCItalic
    /Ironwood
    /ItcEras-Medium
    /ItcKabel-Bold
    /ItcKabel-Book
    /ItcKabel-Demi
    /ItcKabel-Medium
    /ItcKabel-Ultra
    /JasmineUPC
    /JasmineUPC-Bold
    /JasmineUPC-BoldItalic
    /JasmineUPC-Italic
    /JoannaMT
    /JoannaMT-Italic
    /Jokerman-Regular
    /JuiceITC-Regular
    /Kartika
    /Kaufmann
    /KaufmannBT-Bold
    /KaufmannBT-Regular
    /KidTYPEPaint
    /KinoMT
    /KodchiangUPC
    /KodchiangUPC-Bold
    /KodchiangUPC-BoldItalic
    /KodchiangUPC-Italic
    /KorinnaITCbyBT-Regular
    /KristenITC-Regular
    /KrutiDev040Bold
    /KrutiDev040BoldItalic
    /KrutiDev040Condensed
    /KrutiDev040Italic
    /KrutiDev040Thin
    /KrutiDev040Wide
    /KrutiDev060
    /KrutiDev060Bold
    /KrutiDev060BoldItalic
    /KrutiDev060Condensed
    /KrutiDev060Italic
    /KrutiDev060Thin
    /KrutiDev060Wide
    /KrutiDev070
    /KrutiDev070Condensed
    /KrutiDev070Italic
    /KrutiDev070Thin
    /KrutiDev070Wide
    /KrutiDev080
    /KrutiDev080Condensed
    /KrutiDev080Italic
    /KrutiDev080Wide
    /KrutiDev090
    /KrutiDev090Bold
    /KrutiDev090BoldItalic
    /KrutiDev090Condensed
    /KrutiDev090Italic
    /KrutiDev090Thin
    /KrutiDev090Wide
    /KrutiDev100
    /KrutiDev100Bold
    /KrutiDev100BoldItalic
    /KrutiDev100Condensed
    /KrutiDev100Italic
    /KrutiDev100Thin
    /KrutiDev100Wide
    /KrutiDev120
    /KrutiDev120Condensed
    /KrutiDev120Thin
    /KrutiDev120Wide
    /KrutiDev130
    /KrutiDev130Condensed
    /KrutiDev130Thin
    /KrutiDev130Wide
    /KunstlerScript
    /Latha
    /LatinWide
    /LetterGothic
    /LetterGothic-Bold
    /LetterGothic-BoldOblique
    /LetterGothic-BoldSlanted
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LetterGothic-Slanted
    /LevenimMT
    /LevenimMTBold
    /LilyUPC
    /LilyUPCBold
    /LilyUPCBoldItalic
    /LilyUPCItalic
    /Lithos-Black
    /Lithos-Regular
    /LotusWPBox-Roman
    /LotusWPIcon-Roman
    /LotusWPIntA-Roman
    /LotusWPIntB-Roman
    /LotusWPType-Roman
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSans-Typewriter
    /LucidaSans-TypewriterBold
    /LucidaSans-TypewriterBoldOblique
    /LucidaSans-TypewriterOblique
    /LucidaSansUnicode
    /Lydian
    /Magneto-Bold
    /MaiandraGD-Regular
    /Mangal-Regular
    /Map-Symbols
    /MathA
    /MathB
    /MathC
    /Mathematica1
    /Mathematica1-Bold
    /Mathematica1Mono
    /Mathematica1Mono-Bold
    /Mathematica2
    /Mathematica2-Bold
    /Mathematica2Mono
    /Mathematica2Mono-Bold
    /Mathematica3
    /Mathematica3-Bold
    /Mathematica3Mono
    /Mathematica3Mono-Bold
    /Mathematica4
    /Mathematica4-Bold
    /Mathematica4Mono
    /Mathematica4Mono-Bold
    /Mathematica5
    /Mathematica5-Bold
    /Mathematica5Mono
    /Mathematica5Mono-Bold
    /Mathematica6
    /Mathematica6Bold
    /Mathematica6Mono
    /Mathematica6MonoBold
    /Mathematica7
    /Mathematica7Bold
    /Mathematica7Mono
    /Mathematica7MonoBold
    /MatisseITC-Regular
    /MaturaMTScriptCapitals
    /Mesquite
    /Mezz-Black
    /Mezz-Regular
    /MICR
    /MicrosoftSansSerif
    /MingLiU
    /Minion-BoldCondensed
    /Minion-BoldCondensedItalic
    /Minion-Condensed
    /Minion-CondensedItalic
    /Minion-Ornaments
    /MinionPro-Bold
    /MinionPro-BoldIt
    /MinionPro-It
    /MinionPro-Regular
    /Miriam
    /MiriamFixed
    /MiriamTransparent
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MonotypeSorts
    /MSAM10
    /MSAM5
    /MSAM6
    /MSAM7
    /MSAM8
    /MSAM9
    /MSBM10
    /MSBM5
    /MSBM6
    /MSBM7
    /MSBM8
    /MSBM9
    /MS-Gothic
    /MSHei
    /MSLineDrawPSMT
    /MS-Mincho
    /MSOutlook
    /MS-PGothic
    /MS-PMincho
    /MSReference1
    /MSReference2
    /MSReferenceSansSerif
    /MSReferenceSansSerif-Bold
    /MSReferenceSansSerif-BoldItalic
    /MSReferenceSansSerif-Italic
    /MSReferenceSerif
    /MSReferenceSerif-Bold
    /MSReferenceSerif-BoldItalic
    /MSReferenceSerif-Italic
    /MSReferenceSpecialty
    /MSSong
    /MS-UIGothic
    /MT-Extra
    /MTExtraTiger
    /MT-Symbol
    /MT-Symbol-Italic
    /MVBoli
    /Myriad-Bold
    /Myriad-BoldItalic
    /Myriad-Italic
    /Myriad-Roman
    /Narkisim
    /NewCenturySchlbk-Bold
    /NewCenturySchlbk-BoldItalic
    /NewCenturySchlbk-Italic
    /NewCenturySchlbk-Roman
    /NewMilleniumSchlbk-BoldItalicSH
    /NewsGothic
    /NewsGothic-Bold
    /NewsGothicBT-Bold
    /NewsGothicBT-BoldItalic
    /NewsGothicBT-Italic
    /NewsGothicBT-Roman
    /NewsGothic-Condensed
    /NewsGothic-Italic
    /NewsGothicMT
    /NewsGothicMT-Bold
    /NewsGothicMT-Italic
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NimbusMonL-Bold
    /NimbusMonL-BoldObli
    /NimbusMonL-Regu
    /NimbusMonL-ReguObli
    /NimbusRomNo9L-Medi
    /NimbusRomNo9L-MediItal
    /NimbusRomNo9L-Regu
    /NimbusRomNo9L-ReguItal
    /NimbusSanL-Bold
    /NimbusSanL-BoldCond
    /NimbusSanL-BoldCondItal
    /NimbusSanL-BoldItal
    /NimbusSanL-Regu
    /NimbusSanL-ReguCond
    /NimbusSanL-ReguCondItal
    /NimbusSanL-ReguItal
    /Nimrod
    /Nimrod-Bold
    /Nimrod-BoldItalic
    /Nimrod-Italic
    /NSimSun
    /Nueva-BoldExtended
    /Nueva-BoldExtendedItalic
    /Nueva-Italic
    /Nueva-Roman
    /NuptialScript
    /OCRA
    /OCRA-Alternate
    /OCRAExtended
    /OCRB
    /OCRB-Alternate
    /OfficinaSans-Bold
    /OfficinaSans-BoldItalic
    /OfficinaSans-Book
    /OfficinaSans-BookItalic
    /OfficinaSerif-Bold
    /OfficinaSerif-BoldItalic
    /OfficinaSerif-Book
    /OfficinaSerif-BookItalic
    /OldEnglishTextMT
    /Onyx
    /OnyxBT-Regular
    /OzHandicraftBT-Roman
    /PalaceScriptMT
    /Palatino-Bold
    /Palatino-BoldItalic
    /Palatino-Italic
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Palatino-Roman
    /PapyrusPlain
    /Papyrus-Regular
    /Parchment-Regular
    /Parisian
    /ParkAvenue
    /Penumbra-SemiboldFlare
    /Penumbra-SemiboldSans
    /Penumbra-SemiboldSerif
    /PepitaMT
    /Perpetua
    /Perpetua-Bold
    /Perpetua-BoldItalic
    /Perpetua-Italic
    /PerpetuaTitlingMT-Bold
    /PerpetuaTitlingMT-Light
    /PhotinaCasualBlack
    /Playbill
    /PMingLiU
    /Poetica-SuppOrnaments
    /PoorRichard-Regular
    /PopplLaudatio-Italic
    /PopplLaudatio-Medium
    /PopplLaudatio-MediumItalic
    /PopplLaudatio-Regular
    /PrestigeElite
    /Pristina-Regular
    /PTBarnumBT-Regular
    /Raavi
    /RageItalic
    /Ravie
    /RefSpecialty
    /Ribbon131BT-Bold
    /Rockwell
    /Rockwell-Bold
    /Rockwell-BoldItalic
    /Rockwell-Condensed
    /Rockwell-CondensedBold
    /Rockwell-ExtraBold
    /Rockwell-Italic
    /Rockwell-Light
    /Rockwell-LightItalic
    /Rod
    /RodTransparent
    /RunicMT-Condensed
    /Sanvito-Light
    /Sanvito-Roman
    /ScriptC
    /ScriptMTBold
    /SegoeUI
    /SegoeUI-Bold
    /SegoeUI-BoldItalic
    /SegoeUI-Italic
    /Serpentine-BoldOblique
    /ShelleyVolanteBT-Regular
    /ShowcardGothic-Reg
    /Shruti
    /SILDoulosIPA
    /SimHei
    /SimSun
    /SimSun-PUA
    /SnapITC-Regular
    /StandardSymL
    /Stencil
    /StoneSans
    /StoneSans-Bold
    /StoneSans-BoldItalic
    /StoneSans-Italic
    /StoneSans-Semibold
    /StoneSans-SemiboldItalic
    /Stop
    /Swiss721BT-BlackExtended
    /Sylfaen
    /Symbol
    /SymbolMT
    /SymbolTiger
    /SymbolTigerExpert
    /Tahoma
    /Tahoma-Bold
    /Tci1
    /Tci1Bold
    /Tci1BoldItalic
    /Tci1Italic
    /Tci2
    /Tci2Bold
    /Tci2BoldItalic
    /Tci2Italic
    /Tci3
    /Tci3Bold
    /Tci3BoldItalic
    /Tci3Italic
    /Tci4
    /Tci4Bold
    /Tci4BoldItalic
    /Tci4Italic
    /TechnicalItalic
    /TechnicalPlain
    /Tekton
    /Tekton-Bold
    /TektonMM
    /Tempo-HeavyCondensed
    /Tempo-HeavyCondensedItalic
    /TempusSansITC
    /Tiger
    /TigerExpert
    /Times-Bold
    /Times-BoldItalic
    /Times-BoldItalicOsF
    /Times-BoldSC
    /Times-ExtraBold
    /Times-Italic
    /Times-ItalicOsF
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Times-RomanSC
    /Trajan-Bold
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /TwCenMT-Bold
    /TwCenMT-BoldItalic
    /TwCenMT-Condensed
    /TwCenMT-CondensedBold
    /TwCenMT-CondensedExtraBold
    /TwCenMT-CondensedMedium
    /TwCenMT-Italic
    /TwCenMT-Regular
    /Univers-Bold
    /Univers-BoldItalic
    /UniversCondensed-Bold
    /UniversCondensed-BoldItalic
    /UniversCondensed-Medium
    /UniversCondensed-MediumItalic
    /Univers-Medium
    /Univers-MediumItalic
    /URWBookmanL-DemiBold
    /URWBookmanL-DemiBoldItal
    /URWBookmanL-Ligh
    /URWBookmanL-LighItal
    /URWChanceryL-MediItal
    /URWGothicL-Book
    /URWGothicL-BookObli
    /URWGothicL-Demi
    /URWGothicL-DemiObli
    /URWPalladioL-Bold
    /URWPalladioL-BoldItal
    /URWPalladioL-Ital
    /URWPalladioL-Roma
    /USPSBarCode
    /VAGRounded-Black
    /VAGRounded-Bold
    /VAGRounded-Light
    /VAGRounded-Thin
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VerdanaRef
    /VinerHandITC
    /Viva-BoldExtraExtended
    /Vivaldii
    /Viva-LightCondensed
    /Viva-Regular
    /VladimirScript
    /Vrinda
    /Webdings
    /Westminster
    /Willow
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /WNCYB10
    /WNCYI10
    /WNCYR10
    /WNCYSC10
    /WNCYSS10
    /WoodtypeOrnaments-One
    /WoodtypeOrnaments-Two
    /WP-ArabicScriptSihafa
    /WP-ArabicSihafa
    /WP-BoxDrawing
    /WP-CyrillicA
    /WP-CyrillicB
    /WP-GreekCentury
    /WP-GreekCourier
    /WP-GreekHelve
    /WP-HebrewDavid
    /WP-IconicSymbolsA
    /WP-IconicSymbolsB
    /WP-Japanese
    /WP-MathA
    /WP-MathB
    /WP-MathExtendedA
    /WP-MathExtendedB
    /WP-MultinationalAHelve
    /WP-MultinationalARoman
    /WP-MultinationalBCourier
    /WP-MultinationalBHelve
    /WP-MultinationalBRoman
    /WP-MultinationalCourier
    /WP-Phonetic
    /WPTypographicSymbols
    /XYATIP10
    /XYBSQL10
    /XYBTIP10
    /XYCIRC10
    /XYCMAT10
    /XYCMBT10
    /XYDASH10
    /XYEUAT10
    /XYEUBT10
    /ZapfChancery-MediumItalic
    /ZapfDingbats
    /ZapfHumanist601BT-Bold
    /ZapfHumanist601BT-BoldItalic
    /ZapfHumanist601BT-Demi
    /ZapfHumanist601BT-DemiItalic
    /ZapfHumanist601BT-Italic
    /ZapfHumanist601BT-Roman
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 2.00333
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 2.00333
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00167
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <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>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /GRE <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>
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
    /HRV (Za stvaranje Adobe PDF dokumenata pogodnih za pouzdani prikaz i ispis poslovnih dokumenata koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)
    /HUN <FEFF00410020006800690076006100740061006c006f007300200064006f006b0075006d0065006e00740075006d006f006b0020006d00650067006200ed007a00680061007400f30020006d0065006700740065006b0069006e007400e9007300e900720065002000e900730020006e0079006f006d00740061007400e1007300e10072006100200073007a00e1006e0074002000410064006f00620065002000500044004600200064006f006b0075006d0065006e00740075006d006f006b0061007400200065007a0065006b006b0065006c0020006100200062006500e1006c006c00ed007400e10073006f006b006b0061006c00200068006f007a006800610074006a00610020006c00e9007400720065002e0020002000410020006c00e90074007200650068006f007a006f00740074002000500044004600200064006f006b0075006d0065006e00740075006d006f006b00200061007a0020004100630072006f006200610074002000e9007300200061007a002000410064006f00620065002000520065006100640065007200200035002e0030002c0020007600610067007900200061007a002000610074007400f3006c0020006b00e9007301510062006200690020007600650072007a006900f3006b006b0061006c0020006e00790069007400680061007400f3006b0020006d00650067002e>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <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>
    /RUM <FEFF005500740069006c0069007a00610163006900200061006300650073007400650020007300650074010300720069002000700065006e007400720075002000610020006300720065006100200064006f00630075006d0065006e00740065002000410064006f006200650020005000440046002000610064006500630076006100740065002000700065006e007400720075002000760069007a00750061006c0069007a00610072006500610020015f006900200074006900700103007200690072006500610020006c0061002000630061006c006900740061007400650020007300750070006500720069006f0061007201030020006100200064006f00630075006d0065006e00740065006c006f007200200064006500200061006600610063006500720069002e002000200044006f00630075006d0065006e00740065006c00650020005000440046002000630072006500610074006500200070006f00740020006600690020006400650073006300680069007300650020006300750020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e00300020015f00690020007600650072007300690075006e0069006c006500200075006c0074006500720069006f006100720065002e>
    /RUS <FEFF04180441043f043e043b044c04370443043904420435002004340430043d043d044b04350020043d0430044104420440043e0439043a043800200434043b044f00200441043e043704340430043d0438044f00200434043e043a0443043c0435043d0442043e0432002000410064006f006200650020005000440046002c0020043f043e04340445043e0434044f04490438044500200434043b044f0020043d0430043404350436043d043e0433043e0020043f0440043e0441043c043e044204400430002004380020043f04350447043004420438002004340435043b043e0432044b044500200434043e043a0443043c0435043d0442043e0432002e002000200421043e043704340430043d043d044b04350020005000440046002d0434043e043a0443043c0435043d0442044b0020043c043e0436043d043e0020043e0442043a0440044b043204300442044c002004410020043f043e043c043e0449044c044e0020004100630072006f00620061007400200438002000410064006f00620065002000520065006100640065007200200035002e00300020043800200431043e043b043504350020043f043e04370434043d043804450020043204350440044104380439002e>
    /SLV <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>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


